КАК НЕ ДАТЬ СЕБЯ ОБМАНУТЬ МОШЕННИКАМ ПО ТЕЛЕФОНУ

Преступниками все чаще используются современные средства коммуникации, которые значительно облегчают контакт преступника с жертвой: «Сотовые телефоны, Интернет, компьютерная техника и компьютерные программы».

Как правило, злоумышленники в целях завладения денежными средствами придумывают новые схемы обмана граждан.

Благодаря доверчивости граждан в большинстве случаев злоумышленники достигают своих преступных целей. При этом, найти таких преступников весьма сложно. Они используют множество различных абонентских номеров, которые зарегистрированы на других лиц, либо оформлены по утерянным другими гражданами паспортам, а денежные средства после их поступления на счет преступников неоднократно перечисляются на другие счета, в том числе на счета иных абонентских номеров различных сотовых операторов.

Ответственность за совершение данного рода преступлений предусмотрена, в том числе, п. «г» ч. 3 ст. 158 УК РФ (кража с банковского счета, а равно в отношении электронных денежных средств) и наказывается штрафом в размере от ста тысяч до пятисот тысяч рублей или в размере заработной платы или иного дохода осужденного за период от одного года до трех лет, либо принудительными работами на срок до пяти лет с ограничением свободы на срок до полутора лет или без такового, либо лишением свободы на срок до шести лет со штрафом в размере до восьмидесяти тысяч рублей или в размере заработной платы или иного дохода осужденного за период до шести месяцев либо без такового и с ограничением свободы на срок до полутора лет либо без такового.

Будьте внимательны! Но если же злоумышленники смогли Вас обмануть и похитили денежные средства, незамедлительно обращайтесь в правоохранительные органы.